ISTANBUL OKAN UNIVERSITY INFORMATION SECURITY POLICY

As Istanbul Okan University, it is our aim to ensure the trust of information belonging to itself, its students, graduates, employees, suppliers and all third parties and to ensure the security of information assets, while minimizing all risks to information assets is our primary goal. As the main principles of our Information Security Policy:

- Ensuring the security of all information assets and personal data belonging to Okan University, its students, staff, suppliers and solution partners,
- Identifying possible risks on Information Assets and to establish a risk management using methods such as risk acceptance, risk avoidance, risk reduction, risk control and risk transfer,
- Meeting the obligations arising from legal regulations, security clauses in contracts and business requirements and to prevent damages arising from improper use of information,
- Protecting corporate information against all kinds of internal or external, intentional or unintentional threats,
- Protecting the confidentiality and integrity of information against access by unauthorized persons,
- Protecting information assets against all kinds of threats that may occur knowingly or unknowingly, from inside or outside,
- Ensuring business continuity and minimizing possible losses,
- We are committed to keeping our policy open to all our employees and everyone's review.